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Niclas-Andreas Miiller, Dr. Robert Wilkens und Julia Ahrens
Gemeinsam gegen Finanzkriminalitat

Ein besserer Austausch von geldwascherelevanten Informationen kdnnte die Effizienz und Effektivitét bei der
Bekampfung von Geldwasche und Terrorismusfinanzierung deutlich steigern. Ab 2027 schafft die EU-Geldwasche-
Verordnung (AML-VO) erstmals einen konkreten Rahmen fir den strukturierten und fortlaufenden Informations-
austausch zwischen den Verpflichteten der Privatwirtschaft sowie den relevanten Behdrden.

Informationsaustausch: Er konnte bei der Aufdeckung von Geldwaschesystemen entscheidende Vorteile bringen.

Um illegale Vermdgensbewegungen zu ver-
schleiern,  missbrauchen  (professionelle)
Akteure vor allem im Bereich der organisierten
Kriminalitdt haufig Produkte und Dienstleitun-
gen ganz verschiedener (redlicher) Wirtschafts-
teilnehmer, meist auch in mehreren Landern. Ein
moglichst schneller, aussagekraftiger, umfassen-
der und internationaler Informationsaustausch
zwischen ihnen kdnnte entscheidende Vorteile fir
die Aufdeckung solcher fortgeschrittenen Geldwa-
schesysteme bringen.

Die ab 10.7.2027 geltende EU-Geldwasche-
verordnung 2024/1624 (AML-VO) regelt erstmals
unmittelbar und unionsweit einheitlich die geld-
wascherechtlichen Vorgaben fiir die verpflichteten
Wirtschaftsakteure und 16st hierzulande das GwG
insoweit ab. Mit Art. 75 AML-VO wird dabei das
Instrument der ,Partnerschaft fiir den Informati-
onsaustausch” (nachfolgend ,PIA") neu einge-
fuhrt und umfassend geregelt.

Bei einer PIA handelt es sich gem. Art. 2 Abs. 1
Nr. 57 AML-VO um einen Mechanismus, der den
Austausch und die Verarbeitung von Informa-
tionen durch Verpflichtete und gegebenenfalls
die zustandigen Behdrden (insbesondere FIU,
Geldwasche-Aufsicht und/oder Strafverfolgungs-

behdrden) fiir die Zwecke der Verhinderung und
Bekampfung von Geldwasche, deren Vortaten und
Terrorismusfinanzierung ermdglicht — sowohl auf
nationaler als auch grenziiberschreitender Ebene
und unabhangig von der Form dieser Partner-
schaft. Die weite Formulierung ist damit offen fir
ein breites Feld an méglichen — rein privaten oder
auch offentlich-privaten — Kooperationsformen.
Die Regelungen des Art. 75 AML-VO drften
dabei zukiinftig weitreichende Méglichkeiten fiir
Informationsaustausch-Mechanismen sowohl
zwischen Akteuren des privaten als auch des of-
fentlichen Sektors zum Zwecke der gemeinsamen
Bekampfung von Finanzkriminalitdt eréffnen. Be-
vor eine PIA ihre Tatigkeit jedoch initial aufneh-
men kann, miissen die potenziellen Beteiligten
ihre jeweiligen  Geldwésche-Aufsichtsbehdrden
hieriiber informieren. Diese prifen dann gegebe-
nenfalls zusammen mit den zustandigen Daten-
schutzaufsichtsbehorden, ob die PIA die Einhal-
tung der rechtlichen Anforderungen angemessen
sicherstellt. Auch bei einer spateren Teilnahme
an einer bereits bestehenden PIA missen Ver-
pflichtete zuvor ihre zustandige Aufsichtsbehorde
informieren. Vor dem Hintergrund, dass die Ver-
antwortung fiir die Einhaltung der (geldwésche-

und datenschutz-) rechtlichen Anforderungen bei
den einzelnen PIA-Teilnehmern verbleibt, diirfte
die zwingende vorherige ,Abnahme” durch alle
relevanten Behdrden ein entscheidender Faktor
sein, damit Verpflichtete das Risiko eines entspre-
chenden Informationsaustauschs in der Breite als
iiberschaubar ansehen und den Rechten und In-
teressen der gegebenenfalls betroffenen Personen
dabei hinreichend Rechnung getragen wird. Damit
einhergehen diirften allerdings mitunter lang-
wierige Vorbereitungs- und Prifungsverfahren,
insbesondere wenn eine nicht ganz geringe Zahl
an Grlindungsmitgliedern (gegebenenfalls auch
aus anderen EU-Staaten) besteht, wodurch sich
komplexe Abstimmungen zwischen den jeweils
zustandigen Aufsichtsbehdrden ergeben kénnen.

In Vorbereitung auf die Initiierung einer PIA sind
zudem von den beteiligten Verpflichteten interne
Strategien und Verfahren sowie Vereinbarungen
zu entwickeln, die den geplanten Informations-
austausch detailliert abbilden und die Erfiillung
der Anforderungen aus AML-VO und gegebenen-
falls DSGVO sicherstellen.

Wahrend spater hinzukommende Teilnehmer in

weiten Teilen auf die Ergebnisse dieser Vorberei-
tungsphase aufsetzen kdnnen, zeigt sich ein nicht
zu unterschatzender Initialaufwand. Eine friihzei-
tige Einbeziehung der Aufsichtsbehdrden in die
Konzeptionierung einer PIA dirfte deren Mach-
barkeit und (zeitnahe) Umsetzung entscheidend
fordern.
Niclas-Andreas Miiller Director bei KPMG und
Experte fiir die Prdvention von Finanzkriminalitat,
Dr. Robert Wilkens, Rechtsanwalt und Syndi-
kusrechtsanwalt bei der KPMG AG Wirtschafts-
prifungsgesellschaft im Bereich Forensic, und
Julia Ahrens, juristische Mitarbeiterin bei der
KPMG AG Wirtschaftspriifungsgesellschaft im Be-
reich forensic

Einen ausfiihrlichen Fachbeitrag von Niclas-
Andreas Miller, Dr. Robert Wilkens und Julia
Ahrens zur ,Partnerschaft fiir den Informa-
tionsaustausch” gem. Art. 75 AML-VO, den
sich zukiinftig unter der AML-VO ergebenden
Vorgaben und Potenzialen sowie auch den
datenschutzrechtlichen Aspekten lesen Sie
ab dem 19. Februar 2026 im Compliance-

Berater, Ausgabe 3-2026


https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=OJ:L_202401624
https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=OJ:L_202401624
https://online.ruw.de/dfv-xaver/ruw/start.xav#/text/CB_2026_1-2?_ts=1769073502394
https://online.ruw.de/dfv-xaver/ruw/start.xav#/text/CB_2026_1-2?_ts=1769073502394
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School of
Management and Law

zh
aw
DACH-Compliance-Tagung 2026

«Klassiker und Kl: Losungsansatze fur Compliance-
Challenges»

Referierende von: Holcim, Axpo, Tele Columbus, TuV
Nord Schweiz, Oerlikon Textile, Hochschule Luzern,
Hochschule Graubuinden.

Donnerstag, 26. Marz 2026
Winterthur (Schweiz) oder online

Informationen und Anmeldung unter:
www.zhaw.ch/irw/compliancekonferenz



http://www.zhaw.ch/irw/compliancekonferenz
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+Kl ist ein struktureller Transformationsfaktor fiir Compliance”

Warum Kl kein ,Add-on”, sondern Antrieb fiir professionelle Compliance ist, wie es um das Thema ESG steht und
welche Herausforderungen das Jahr 2026 fiir die Compliance bereithalt, erlautert im Interview Prof. Dr. Katharina

Hastenrath.

Prof. Dr. Katharina Hastenrath ist Professorin fiir Governance, Compliance und Compliance-Management-Systeme an der ZHAW
(Ziirich/Schweiz); zuvor war sie (C)CO bei mehreren, internationalen deutschen Unternehmen.

Compliance: Die Compliance ist eine noch ver-
héltnismaBig junge Disziplin. Noch jinger sind die
Méglichkeiten und Anforderungen durch Kiinst-
liche Intelligenz (KI). Sehen Sie Kl als Chance
oder Zusatzaufgabe in der Weiterentwicklung der
Compliance?

Hastenrath: Kl ist ein struktureller Transforma-
tionsfaktor fiir Compliance. Kl schafft nicht nur
neue Risiken, sondern halt auch Entwicklungspo-
tentiale fir Compliance bereit. Mit dem EU Al Act
entsteht erstmals ein koharenter Rechtsrahmen,
der risikobasierte Governance-Strukturen vorgibt.
Fir Compliance-Organisationen bedeutet dies:
KI'ist Chance und Pflicht zugleich. Sie ermdglicht
automatisierte  Risikoanalysen, kontinuierliches
Monitoring und datenbasierte Entscheidungsun-
terstiitzung. Gleichzeitig erhoht sie die Anforde-
rungen an Dokumentation, Nachvollziehbarkeit
und technische Prifmechanismen. K| ist damit
kein ,Add-on”, sondern ein Treiber der Professi-
onalisierung.

Compliance: Tatsache ist, wir miissen mit der
Koinzidenz von Compliance und KI leben. Aber
viele Unternehmen sind schon in Sachen Com-
pliance noch nicht so aufgestellt, wie es sein
sollte. Was raten Sie diesen Unternehmen? Erst
Compliance, dann KI? Oder geht das parallel?
Hastenrath: Ein sequenzielles Vorgehen ist an-
gesichts der faktischen Nutzung von Kl nicht wirk-
lich realistisch. Viele Unternehmen setzen bereits
Kl-gestiitzte Tools ein, oft ohne Governance und
das birgt Gefahren. Unternehmen miissen daher
parallel arbeiten: den Reifegrad ihres CMS erho-

hen und gleichzeitig ein MindestmaB an KI-Gover-
nance etablieren. Ich sehe allerdings schon jetzt
eine deutliche Uberforderung vieler Unternehmen,
und damit meine ich nicht zur KMUs, vor der ausu-
fernden Regulatorik. Es gibt zwei Hauptprobleme:
die fehlende Reife der internen Prozesse vieler Un-
ternehmen sowie die Angst der Mitarbeiter durch
Kl ihren Job zu verlieren. Beides wiirde ich emp-
fehlen als erste Schritte anzupacken.
Compliance: Immer haufiger ist die Rede vom
,KI-Managementsystem”. Sollten Unternehmen
es als eine Erweiterung des Compliance-Manage-
ment-Systems oder als zusatzliches Management-
system betrachten?

Hastenrath: Aus juristischer und organisatori-
scher Sicht spricht vieles flir eine Integration in
das bestehende CMS. Die Grundlogik des IDW
PS 980 mit Elementen zur Risikoanalyse, einem
Programm, der Uberwachung und Verbesserung,
ist vollstandig kompatibel mit den Anforderungen
des Al Act. Ein separates KI-Managementsystem
wiirde Doppelstrukturen schaffen.

Insgesamt sollte hier sogar noch einen Schritt
weiter gegangen werden und dber eine ,Integ-
rated Insurance”, frilher haufig unter dem Begriff
GRC-Ansatz anzutreffen, nachgedacht werden.
Damit ist ein System aller Kontroll- und verschie-
dener Supportfunktionen gemeint.

Compliance: Lassen Sie uns noch ein anderes
Thema aufgreifen: ESG — das Thema der vergange-
nen Jahre. Nun scheint es, als vollziehe die EU mit
dem Omnibus-Paket eine halbe Rolle rlickwarts.
Kénnen Unternehmen beim Thema Nachhaltigkeit

in der Compliance einen Gang zuriickschalten?
Hastenrath: Das Omnibus-Paket ist keine grund-
satzliche Abkehr von ESG, sondern eine Prazisie-
rung und Entschlackung. Nachhaltigkeit ist wei-
terhin ein zentraler Bestandteil der Compliance
— insbesondere im Kontext der CSRD, der CSDDD
und nationaler Lieferkettengesetze. Die regulatori-
sche Dynamik verlagert sich von breiten Berichts-
pflichten hin zu risikoorientierten Sorgfaltspflich-
ten.

Zur Wahrheit gehort aber auch, dass sich fir
die Unternehmen, die nun nicht mehr direkt von
gesetzlichen Pflichten betroffen sind, die Frage
stellt, wie viel sie in wirtschaftlich sehr volatilen
und angespannten Zeiten in ESG-Themen inves-
tieren konnen und wollen. Und hier sehe ich ein
Riickschalten. Ob das gut oder schlecht ist, mdch-
te ich an dieser Stelle nicht bewerten. Ich glaube,
viele Unternehmen tun deutlich mehr im Bereich
ESG als vor 20 Jahren, kdmpfen aber mit auslan-
dischen Wettbewerbern, bei denen ESG keine ver-
gleichbare Rolle spielt wie in Europa.
Compliance: Ganz allgemein gefragt: Was ist
aus lhrer Sicht die groBte Herausforderung der
Compliance im Jahr 20267
Hastenrath: Die grote Herausforderung ist die
Gestaltung interner Prozesse nach den globalen,
rechtlichen Anforderungen, wozu auch der Al Act,
aber auch die geplanten Verscharfungen im euro-
paischen Korruptionsrecht und viele andere zah-
len. Dabei sind die Mitarbeitenden mitzunehmen,
die aktuell stark durch Al und damit einhergehen-
dem, wirklichem oder befiirchtetem, Stellenabbau
verunsichert sind und dies in Verbindung mit zu-
nehmender Arbeitsverdichtung durch den Stel-
lenabbau, der der aktuellen, wirtschaftlichen Lage
geschuldet ist. In dieser Gemengelage miissen
sehr komplexe Themen bearbeitet und Prozesse
neu gedacht werden, um ein regeltreues Arbeiten
nach wie vor zu gewahrleisten.

Insgesamt mdchte ich aber auch ein positives
Fazit der letzten 20 Jahre Compliance-Arbeit zie-
hen: Wir sind sehr weit gekommen und vieles ist
im Jahr 2026 erheblich besser in den Compliance-
Systemen der Unternehmen. In diesem Sinne:
Stay compliant!

Mehr zu diesen aktuellen Compliance-
Themen erfahren Sie bei der DACH-
Compliance-Tagung 2026 am 26. Marz
2026 online oder vor Ort in Wintert-
hur, Schweiz: Thema ,Klassiker und KI:
Losungsansatze fiir Compliance-Chal-
lenges”.



http://www.zhaw.ch/irw/compliancekonferenz
http://www.zhaw.ch/irw/compliancekonferenz
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Kostenlose Teilnahme fiir Abonnent:innen der RdZ — auch mit Probe-Abonnement!

~Payment After Work” — die RdZ-Gesprachsreihe:
Agentic Payments

Dienstag, 10. Februar 2026 | Webinar

18.00 Uhr BegriiBung
Gabriele Bourgon, Chefredakteurin RdZ, dfv Mediengruppe

18.05 Uhr BegriiBung und Moderation

Prof. Dr. Sebastian Omlor, RdZ-Herausgeber
Gabriele Bourgon Prof. Dr.
Sebastian Omlor

18.10 Uhr Agentic Payments

Dr. Matthias Terlau, Partner, Gorg Partnerschaft von Rechtsanwélten mbB, Kéln
18.40 Uhr Offene Diskussion mit den Referierenden und Teilnehmenden
19.00 Uhr Ende des Webinars

Dr. Matthias
Terlau

Dieses Thema erwartet Sie:

Agentic Payments sind ein Teil des Agentic Commerce. Hier wird die Abwicklung von Transaktionen einschlieBlich Zahlungen
Maschinen (KI-Agenten) (berlassen, die mit Hilfe kiinstlicher Intelligenz selbst entscheiden und selbst lernen. Diese neuen
Strukturen des Handels und der Abwicklung von sonstigen Transaktionen stellen eine Herausforderung fiir die zivilrechtliche
Zurechnung und fiir die Strukturen des Zahlungsverkehrs dar. Der Vortrag zeigt Losungsmaglichkeiten auf.

Uber, Payment After Work”:

Die Zeitschrift Recht der Zahlungsdienste (RdZ) erscheint dreimal im Jahr: Ende Februar, Ende Juni und Ende Oktober. Jeweils ca. eine
Woche vor Erscheinen der RdZ wird ein Thema der Ausgabe zum Gegenstand der Webinar-Reihe ,Payment After Work” gemacht.
Die Autorinnen und Autoren stellen in einem Kurzvortrag ihre Kernthesen vor und diskutieren anschlieBend mit den Teilnehmenden.

Die Moderation tibernehmen im Wechsel die RdZ-Herausgeber Dr. Christian Conreder, Partner bei Rodl GmbH RAG StBG, und Prof. Dr.
Sebastian Omlor, Direktor des Instituts fiir das Recht der Digitalisierung an der Philipps-Universitat Marburg.

Zielgruppen: Syndici bei Zahlungsdiensten, Personen, die Zahlungsdienste konzipieren, Berater im Bereich Zahlungsdienste (RA, StB,
WP, Unternehmensberater) und Personen in Gesetzgebung, Justiz, Verwaltung, Wissenschaft und Verbanden, die mit Zahlungsdiensten
befasst sind

Teilnahmegebiihr: 99,- EUR (zzgl. MwSt.) lhre Ansprechpartnerin: Maria Belz
Jahres-/Probeabonnent:innen der RdZ nehmen kostenfrei teil. Maria.Belz@dfv.de, Tel.: +49 69 7595-1157

Kennen Sie schon die RdZ - Recht der Zahlungsdienste?

q ) = [ ]
Jetzt die RdZ im Probe- oder Jah b E EE JETZT QR CODE
beesztellfn untéTW\:\(/)w.eru:/)v.deé/riizr—iseabeoruns Sc AN N EN U N D

i losentetelnemen DIREKT ANMELDEN!

oder unter
www.ruw.de/payment-after-work

+ 3 Ausgaben pro Jahr
+ 359,— EUR zzgl. Versand

« inkl. Zugang zur Online-Datenbank mit
allen Beitragen seit der Erstausgabe 2020

Deutscher Fachverlag GmbH - Maria Belz

Mainzer Landstr. 251 - 60326 Frankfurt am Main d fv Mediengruppe



https://www.ruw-fachkonferenzen.de/veranstaltung/payment-after-work/
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Digital Omnibus entbindet nicht von der Pflicht zu
adaquaten Schulungen fiir KI-Kompetenz

Der ,Digital Omnibus” ist in aller Munde. Mit der geplanten gleichnamigen Verordnung vom 19. November 2025
will die EU-Kommission verschiedene Digitalgesetze modifizieren, unter anderem auch Art. 4 der KI-Verordnung.
Dadurch entfiele die dort geregelte Pflicht von Anbietern und Betreibern von KI-Systemen, bei Personen (die in
ihrem Auftrag mit dem Betrieb von KI-Systemen befasst sind) ein ausreichendes Mal3 an KI-Kompetenz sicherzu-
stellen. Martin Schulz, Maximilian Vonthien und Katharina Hirzle erldutern, warum Unternehmen und ihre
Leitungsorgane trotz der geplanten Anderung weiterhin durch Compliance-Schulungen fiir ein ausreichendes

MafB an KI-Kompetenz bei ihren Mitarbeitenden sorgen missen.

Auf Augenhohe: Der Digital Omnibus entbindet nicht von der Pflicht zur KI-Kompetenz.

eit dem 2. Februar 2025 besteht gemaB Art. 4

KI-Verordnung fiir Anbieter und Betreiber von
KI-Systemen die Pflicht, MaBnahmen zu ergreifen,
um nach besten Kraften sicherzustellen, dass ihr
Personal und andere Personen, die in ihrem Auf-
trag mit dem Betrieb und der Nutzung von KI-Sys-
temen befasst sind, (iber ein ausreichendes Maf3
an KI-Kompetenz verfiigen. GemaB Art. 3 Nr. 56
KI-Verordnung fallen unter diesen Begriff ,die
Fahigkeiten, die Kenntnisse und das Verstandnis”,
die es ermdglichen, KI sachkundig einzusetzen,
und sich der damit verbundenen Risiken, Chancen
und mdglicher Schaden, die KI verursachen kann,
bewusst zu sein. Ein Versto gegen diese Pflicht
ist zwar grundsatzlich nicht von den Sanktions-
vorschriften der KI-Verordnung erfasst, kann aber
zu zivilrechtlichen Schadensersatzpflichten und zu
einer Haftung der Geschaftsleitung fihren.

In der Unternehmenspraxis hat sich zur Herbei-
fihrung der geforderten KI-Kompetenz die Durch-
fihrung von Schulungen fiir Mitarbeitende be-
wahrt. Da bei Unternehmen zum Teil Unsicherheit
iber AusmaB und Tragweite der in Art. 4 KI-Ver-
ordnung geregelten Pflicht besteht und die Um-
setzung dieser Vorgabe kostenintensiv ist, plant
die EU-Kommission eine Anderung dahingehend,
dass die Vorschrift Unternehmen nicht mehr direkt
verpflichtet, Kl-Kompetenz bei Mitarbeitenden
herzustellen. Stattdessen sollen die EU-Kommissi-
on und die Mitgliedstaaten in die Verantwortung
genommen werden, Anbieter und Betreiber zu er-
mutigen, fiir ein ausreichendes MaB an KI-Kompe-
tenz zu sorgen. Dagegen soll die Verpflichtung der

Betreiber von Hochrisiko-KI-Systemen, ausschlief3-
lich Personal mit der erforderlichen Kompetenz mit
der menschlichen Aufsicht von Hochrisiko-KI-Sys-
temen zu betrauen, weiterhin bestehen bleiben
(Art. 26 Abs. 2 KI-Verordnung).

Im Fall der Verabschiedung der geplanten An-
derung miissen Unternehmen jedoch beachten,
dass eine Pflicht zur Sicherstellung ausreichen-
der KI-Kompetenz auch unabhéngig von der bis-
herigen Verpflichtung aus Art. 4 KI-Verordnung
besteht. So ist die Pflicht zur Organisation und
Sicherstellung von Schulungen Bestandteil der
allgemeinen Compliance-Pflicht, die sich auf die
Einhaltung aller relevanten Normen (wie hier ins-
besondere der KI-Verordnung) erstreckt. Ferner
muss die Geschaftsleitung Compliance-Schulun-
gen auch deshalb organisieren, um den durch die
Gerichte entwickelten Instruktionspflichten zu ge-
niigen und eine personliche Haftung nach §§ 130,
9 OWiG zu vermeiden. Eine unzureichende Schu-
lung von Mitarbeitenden ordnen Gerichte regelma-
Big als Pflichtverletzung der Geschéftsleitung ein.

Die Herbeifiihrung von KI-Kompetenz durch ad-
dquate Schulungen ist damit eine Pflichtaufgabe,
die in allen Organisationen (unabhangig von ihrer
Rechtsform) zu erfillen ist, die KI-Systeme im Un-
ternehmensalltag einsetzen.

Entsprechend den allgemeinen Grundsatzen
fur Compliance-Schulungen muss die Geschafts-
leitung zur Sicherstellung der KI-Kompetenz ad-
aquate Vorkehrungen fir die Durchfiihrung, Kon-
trolle und Aktualisierung der Schulungen treffen.
Im Hinblick auf KI-Kompetenz sollte zur Ermitt-

lung des konkreten Schulungsbedarfs eine Situa-
tions- und Bedarfsanalyse bei den Mitarbeitenden
durchgeflihrt werden, bei der die verschiedenen
Einsatzzwecke und -formen von KI-Systemen be-
riicksichtigt werden. Das erforderliche MaB an
KI-Kompetenz und der damit verbundene Schu-
lungsaufwand hangen maBgeblich von den jewei-
ligen Zwecken des KI-Einsatzes sowie von der Rolle
der jeweiligen Person, die KI-Systeme entwickelt
oder einsetzt, ab. Auch die rechtlichen Vorgaben
fur die genutzten KI-Systeme sind zu ermitteln, da
die KI-Verordnung je nach Systemtyp und Einsatz-
umfeld, unterschiedliche Anforderungen vorsieht,
etwa umfassende Pflichten fiir Hochrisiko-KI-Syste-
me oder Transparenzanforderungen fir bestimmte
KI-Anwendungen. Weitere rechtliche Anforderun-
gen ergeben sich etwa aus dem Datenschutzrecht
oder dem Urheberrecht.

Im Ubrigen liegt die Ausgestaltung der Schu-
lungsinhalte  grundsétzlich im  Gestaltungser-
messen der Geschéftsleitung. Hier kann es sich
anbieten, die Grundlagen von KI-Kompetenz zum
Beispiel in einer Basisschulung zu vermitteln, durch
die Mitarbeitende insbesondere fir die Chancen
und Risiken bei der Nutzung von KI-Systemen (und
damit verkniipfte Rechtsfragen) sensibilisiert wer-
den. Diese Basisschulung sollte durch fachspezifi-
sche Module erganzt werden, die auf die jeweilige
Funktion der Mitarbeitenden in den jeweiligen
Bereichen und Abteilungen des Unternehmens
zugeschnitten sind, wie etwa Schulungen fiir die
Geschaftsleitung, fir die IT-Mitarbeitenden und
Entwicklerinnen und fir die Rechtsabteilung und
Compliance-Funktion.

Entsprechend den allgemeinen Compliance-
Grundsatzen empfiehlt sich auch fiir die Entwicklung
der KI-Kompetenz eine sorgféltige Dokumentation
der SchulungsmaBnahmen, etwa durch Lernkontrol-
len und Teilnahmebescheinigungen.

Prof. Dr. Martin R. Schulz, LL.M. (Yale),

Counsel bei CMS in Frankfurt am Main sowie
Professor fiir Wirtschaftsrecht an der IU Interna-

tionale Hochschule, Erfurt,

Dr. Maximilian Vonthien, LL.M. (Columbia),
Counsel bei CMS in Berlin,

Katharina Hirzle, Senior Associate bei

CMS in Mdnchen


https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:52025PC0837
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2.Fachtagung , Cyber-Angriff”

Akute Bewaltigung von Cyber-Angriffen
durch Technik, Recht und Kommunikation

26. Februar 2026 | Gondwanaland, Zoo Leipzig

GET-TOGETHER AM VORABEND

Eine Veranstaltung von “Recht

DigiFors

SPIRIT‘\‘LEGAL'

Kommunikation

in Kooperation mit DUNKELBLAU

Jetzt anmelden!

PROGRAMM

Gemeinsames Abendessen im historischen Restaurant ,,Auerbachs Keller”
Madler-Passage, Grimmaische Stral3e 2-4, 04109 Leipzig,

auf freundliche Einladung von
valantic

inkl. Dinner-Speech mit Thomas Lang, Partner und Managing Director, valantic GmbH

Registrierung

BegriiBung

Marcus Ewald, Geschaftsfiihrender Gesellschafter,
DUNKELBLAU

Torsten Kutschke, Gesamtverlagsleiter Fachmedien
Recht und Wirtschaft, dfv Mediengruppe

GruBBwort aus der Politik
Ulf Bandiko, Amtschef, Sdchsisches Staatsministerium
des Innern — SMI

Die Arbeit des BSI und wie sie Verbraucher im
digitalen Raum schiitzt

Caroline Krohn-Atug, Fachbereichsleiterin Digitaler
Verbraucherschutz/Leiterin Dialogteam, Bundesamt
fur Sicherheit in der Informationstechnik — BSI

Cyberangriffe als Teil einer hybriden Kriegs-
fiihrung
Ferdinand Gehringer, Sicherheitsexperte und Autor

10.25 Uhr

Kaffee & Networking

Mebhr als nur Ransomware - ein Uberblick aktu-
eller Angriffsvarianten in brisanten Case Studies
Michael Bartsch, Geschaftsfuhrer und Griinder,
Deutor Cyber Security Solutions GmbH

Verhandlungen mit Erpressern - Erfahrungen,
Taktiken und typische Fehler
Axel Wochinger, Geschéftsfuhrer, Result Group GmbH

12.15 Uhr

DataBreach: Zwischen allen Fronten - Rechtliche
Auseinandersetzungen nach dem Datenvorfall
Peter Hense, Rechtsanwalt, Partner, Spirit Legal

Lunch & Networking

Wenn es ernst wird, ist es langst zu spat -
Fiihrung vor der Krise
Vicky Sorge, CISO, Kaufland E-Commerce

Threat Hunting trifft IT-Forensik: Proaktive An-
griffserkennung durch forensische Artefaktanalyse
Nico Miller, Geschéftsfihrer, DigiFors GmbH

Case Study: Erfahrungen aus dem Cyber-Angriff
auf die BiichnerBarella Unternehmensgruppe
Alexander Graf Bernadotte, Leitung Verbande,
BuchnerBarella Unternehmensgruppe

Koalitionsvertrag trifft Realitat:
Cybersicherheitspolitik ein Jahr nach der Wahl
Felix Kuhlenkamp, Bereichsleiter Sicherheitspolitik/
Head of Cybersecurity, Bitkom e. V.

Zusammenfassung & Verabschiedung

Im Anschluss: Kaffee & Networking

Marcus Ewald, Geschéftsfihrender Gesellschafter,
DUNKELBLAU

REFERIERENDE
Marcus Thomas Ulf Caroline Ferdinand Michael Axel Peter Vicky Nico Alexander Graf Felix
Ewald Lang Bandiko  Krohn-Atug  Gehringer Bartsch Wochinger Hense Sorge Maller Bernadotte Kuhlenkamp
PARTNER MEDIENPARTNER

i
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Einigung tiber vereinfachte Nachhaltigkeitsbericht-
erstattung und Sorgfaltspflichten

Der Ratsvorsitz und die Verhandlungsfiihrer des Parlaments haben am 9. Dezember 2025 eine vorldufige

Einigung Uber die Vereinfachung der Nachhaltigkeitsberichterstattung und der Sorgfaltspflichten erzielt, um
die Wettbewerbsfahigkeit der EU zu starken. Die vorlaufige Einigung wurde anschlieBend vom Rat und am
16. Dezember 2025 vom Europdischen Parlament bestatigt.

Nachhaltigkeitsberichterstattung? Ihr unterfallen kiinftig deutlich weniger Unternehmen, als bisher von der européischen Gesetzgebung

festgelegt.

it der Einigung und finalen Abstimmung der

Richtlinie Gber die Nachhaltigkeitsberichter-
stattung von Unternehmen (Corporate Sustaina-
bility Reporting Directive, CSRD) und die Richtli-
nie Uber die Sorgfaltspflichten von Unternehmen
(Corporate Sustainability Due Diligence Directive,
CSDDD) sollen die Vorschriften vereinfacht werden,
indem der Meldeaufwand verringert und die Uber-
tragung von Verpflichtungen (Trickle-Down-Effekt)
auf kleinere Unternehmen begrenzt wird.

In Bezug auf die CSRD schlug die Kommission
vor, den Schwellenwert auf 1.000 Beschéftigte
anzuheben und bérsennotierte KMU aus dem
Anwendungsbereich herauszunehmen. In ihrer
Einigung hatten der Rat und das Parlament einen
Schwellenwert fiir den Nettoumsatzerlds in Hohe
von Uber 450 Mio. EUR hinzugefiigt, um den Mel-
deaufwand fir Unternehmen weiter zu verringern.

Vereinbart wurde auch, Beteiligungsgesellschaf-
ten vom Geltungsbereich der CSRD auszunehmen.
Ferner soll fiir Unternehmen der ,ersten Welle”,
die ab dem Geschéftsjahr 2024 mit der Berichter-
stattung beginnen mussten, eine Ausnahme- und
Ubergangsregelung gelten, nach der sie 2025 und
2026 nicht unter die CSRD fallen.

Neu ist schlieBlich die Uberpriifungsklausel mit
Blick auf eine mdgliche Ausweitung des Geltungs-
bereichs beider Richtlinien (sowohl der CSRD als
auch der CSDDD).

Anders als im Vorschlag der Kommission (in
dem der Geltungsbereich der CSDDD nicht be-
handelt wurde), haben der Rat und das Parlament
in ihrer vorlaufigen Einigung die Schwellenwerte

fir Beschaftigte auf 5.000 und fir den Nettoum-
satzerlos auf 1,5 Mrd. EUR erhoht. Sie waren der
Auffassung, dass Unternehmen dieser GréBe den
groBten Einfluss auf ihre Wertschopfungskette
haben und am besten in der Lage sind, eine Ver-
besserung zu bewirken und die Kosten und Belas-
tungen der Verfahren zur Erfiillung der Sorgfalts-
pflicht aufzufangen.

Die Kommission hatte vorgeschlagen, die wei-
tere Bewertung der Ermittlungsphase auf die
eigene Geschaftstatigkeit des Unternehmens,
die seiner Tochterunternehmen und die seiner
direkten Geschéftspartner zu beschrénken. Mit
der vorldufigen Einigung wird diese Beschrankung
aufgehoben. Stattdessen kénnen sich Unterneh-
men auf diejenigen Bereiche ihrer Aktivitdtsketten
konzentrieren, in denen tatsachliche oder poten-
zielle negative Auswirkungen am wahrscheinlichs-
ten sind. Um ihnen mehr Flexibilitat einzurdumen,
soll ein Unternehmen, das negative Auswirkungen
ermittelt hat, die in mehreren Bereichen gleicher-
maBen wahrscheinlich oder schwerwiegend sind,
die Méglichkeit haben, die Bewertung negativer
Auswirkungen zu priorisieren, an denen direkte
Geschaftspartner beteiligt sind. Dariiber hinaus
sollten Unternehmen nicht mehr zu einer umfang-
reichen Erfassung verpflichtet sein, sondern statt-
dessen eine allgemeinere Untersuchung durch-
fihren. Bei ihren Bemiihungen sollten sie sich
auf Informationen stltzen, die bei zumutbarem
Aufwand verfiigbar sind, um die Ubertragung von
Verpflichtungen (Trickle-Down-Effekt) auf kleinere
Geschaftspartner zu verringern.

Als erhebliche Entlastung wurde die Verpflich-
tung der Unternehmen aufgehoben, einen Uber-
gangsplan zur Minderung der Folgen des Klima-
wandels aufzustellen.

Die harmonisierte Haftungsregelung der EU soll
gestrichen und die Verpflichtung der Mitgliedstaa-
ten aufgehoben werden, nach der sie sicherstellen
miissten, dass die Haftungsvorschriften zwingend
Anwendung finden und Vorrang haben in Fillen,
in denen das anzuwendende Recht nicht das na-
tionale Recht des Mitgliedstaats ist. Gleichzeitig
wurde eine Uberpriifungsklausel zur Notwendig-
keit einer harmonisierten EU-Haftungsregelung
aufgenommen.

In Bezug auf Sanktionen einigten sich der
Rat und das Parlament auf eine Obergrenze von
3 % des weltweiten Nettoumsatzes des Unterneh-
mens, wobei die Kommission die erforderlichen
Leitlinien vorgibt.

SchlieBlich wird auch die Frist fir die Umset-
zung der CSDDD um ein weiteres Jahr verschoben,
d. h. auf den 26. Juli 2028. Unternehmen miissen
die neuen MaBnahmen demnach bis Juli 2029
umsetzen. chk
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irsec & Law

Informationssicherheit in der Praxis

Eine Veranstaltung von Recht

in Kooperation mit -

Kommunikation

Jetzt anmelden!

PROGRAMM | Mittwoch, 29. April 2026

ab 1900 Uhr

ab 0845 Uhr

Gemeinsames Abendessen in Frankfurter Apfelweinwirtschaft

PROGRAMM | Donnerstag, 30. April 2026

Registrierung

09.00 Uhr

BegriiBung & Einfithrung

Anna Cardillo, MYLE

Steve Ritter, Gesellschaft flr Datenschutz und
Datensicherheit e.V. (GDD)

Torsten Kutschke, dfv Mediengruppe

09.10 Uhr

Einfithrung in die NIS-2-Richtlinie: Wichtige
rechtliche Anforderungen und Auswirkun-
gen auf Unternehmen

Anna Cardillo, MYLE

Steve Ritter, Gesellschaft fir Datenschutz und
Datensicherheit eV. (GDD)

09.30 Uhr

Rechtlicher Impuls zu den Anforderungen
an das Risikomanagement nach Art. 21 Abs.
2 NIS-2

Dr. Tilmann Dittrich, Wessing & Partner

09.50 Uhr

Kurze Kommunikationspause, erster Austausch

10.05 Uhr

ISMS 1.0 zu ISMS 2.0 - Ein ISB berichtet
Timo Ehlers, Universitatsklinikum Hamburg-
Eppendorf

10.40 Uhr

ISMS-Umsetzung und Herausforderungen
Dr. Tilmann Dittrich, Wessing & Partner

Timo Ehlers, Universitatsklinikum Hamburg-
Eppendorf

Moderation: Anna Cardillo, Steve Ritter

1110 Uhr
11.30 Uhr

Kaffee & Networking

Verpflichtungen als IT-Sicherheitsmaf3nahme:
Mitarbeiterverpflichtung und Verpflichtung
von Dienstleistern als Teil der Lieferkette
Malte Sommerfeld, Universitatsklinikum Hamburg-
Eppendorf

12.10 Uhr

zum TOM und Lieferkettenmanagement
Malte Sommerfeld, Universitatsklinikum Hamburg-
Eppendorf

Moderation: Anna Cardillo, Steve Ritter

12.45 Uhr

Lunch & Networking

1345 Uhr

Impuls: Meldepflichten nach NIS 2 und pa-
rallelen Rechtsakten praktisch umsetzen

Dr. Aleksandra Sowa, IT Compliance Manager |
Datenschutzauditor

14.15 Uhr

Rechtlicher Impuls zur Vorfallsbewaltigung -
Was schreiben NIS 2 und die nationale Umset-
zung vor?

Christian Aretz, VP Compliance GmbH

14.35 Uhr

Erfahrungsbericht zur Vorfallsbewaltigung
Sabine Griebsch, GovThings

15.05 Uhr

Kaffee & Networking

15.35 Uhr

zu Meldungen, Vorfallsbewiltigung und
weiterer Austausch zu Best Practices

Dr. Aleksandra Sowa, IT Compliance Manager |
Datenschutzauditor

Christian Aretz, VP Compliance GmbH

Sabine Griebsch, GovThings

Moderation: Anna Cardillo, Steve Ritter

16.20 Uhr

Abschlussimpuls: Zusammenfassung und
Ausblick auf die ndchsten Schritte

Anna Cardillo, MYLE

Steve Ritter, Gesellschaft flr Datenschutz und
Datensicherheit e.V. (GDD)

16.35 Uhr

Ende der Veranstaltung

lhre Ansprechpartnerin:

Frau Anne Hennemann

Senior Projektmanagerin
Deutscher Fachverlag GmbH

Tel.: +49 69 7595-2787

E-Mail: Anne.Hennemann@dfv.de

@ Inklusive Fortbildungsbescheinigung nach § 15 FAO.

Teilnahmegebiihren (zzgl. MwSt.):

MEDIENPARTNER

599~ EUR Abonnentinnen KuR
749~ EUR Normalpreis

Veranstaltungsort:

dfv Mediengruppe
Mainzer Landstr. 251
60326 Frankfurt am Main

JETZT ANMELDEN UNTER

WWW.ruw.de/isec
oder QR-Code scannen

// WIR FEIERN 80 JAHRE /

Eine Medienmarke der

V4
Fachkonferenzen de Mediengruppe
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BaFin warnt vor , stabilitatsbedrohenden Faktoren”

In ihrem Ende Januar 2026 veroffentlichten Bericht zu den Risiken 2026 sieht die BaFin zwar , keinen Grund
zur Schwarzmalerei”, doch die gute Stimmung an den Finanzmarkten blende ,stabilitatsbedrohende Faktoren”
aus, warnt die Finanzaufsichtsbehorde. Sie nimmt daher in diesem Jahr konkrete Risiken genauer unter die Lupe:
Darunter auch wieder Kryptowerte, die vor allem durch Finfluencer in Sozialen Medien gehypt werden und so zu
einem riskanten Boom bei Privatleuten flihren.

Krypto-Hype: Er sorgt fur Risiken im Finanzmarkt.

andels- und militarische Konflikte, die hohe

Verschuldung wichtiger Industrienationen so-
wie die ungeklarte Frage, ob die Wachstums- und
Kurseuphorie bei Kiinstlicher Intelligenz mittelfris-
tig durch Fakten gerechtfertigt werden, seien sta-
bilitatsbedrohende Faktoren, so die BaFin. Hinzu
komme der beispiellose politische Druck auf Insti-
tutionen, der die internationale Reaktionsfahigkeit
im Krisenfall gefahrden konnte. BaFin-Prasident
Mark Branson sieht eine gefdhrliche Mischung:
.Das Risiko steigt, dass die Finanzstabilitdt einen
Hartetest bestehen muss. Das Potential fiir plotzli-
che Markt- und Preiskorrekturen ist hoch.”

Konkret will die BaFin 2026 die Kreditrisiken
von Banken und Versicherern intensiv (iberwachen.
Mit der anhaltenden Schwaéche der deutschen
Wirtschaft steige die Zahl der Unternehmens-
insolvenzen — und damit der Anteil notleidender
Kredite in den Bilanzen deutscher Banken.

Genau hinschauen miisse die Finanzaufsicht
in Europa auch bei der fortschreitenden Verflech-
tung von Banken und Versicherern mit Nichtbank-
finanzierern (Non Bank Financial Intermediaries)
durch Private-Debt-Fonds. Die Kreditvergabe
von Banken an Private-Debt-Fonds erhoht nach
Meinung von Mark Branson die Ansteckungsge-
fahren fiir die Stabilitat des deutschen Finanzsys-
tems: ,Finanzunternehmen hierzulande sind mit
auslandischen Private-Debt-Vehikeln verflochten.
Sie stellen ihnen Kapital zur Verfiigung, mit dem
die Fonds ihre Investments hebeln. Hier lauern

Gefahren auBerhalb des traditionell regulierten
Bankensektors.”

Kreditrisiken kénnen in Form von Uberschul-
dung zudem Verbraucherinnen und Verbraucher
treffen. Erstmals seit 2018 ist laut Creditreform
die Zahl iiberschuldeter Menschen in Deutschland
wieder gestiegen: auf 5,7 Millionen im November
2025 oder acht Prozent der Bevélkerung Uber 18
Jahre. Eine Ursache dafiir sind Konsumentenkre-
dite.

Ein wachsender Anteil der privaten Haushalte
kauft Konsumguter und Dienstleistungen auf Kre-
dit. Besonders beliebt seien dabei kleine Darlehen
unter 200 Euro, die ohne Kreditwiirdigkeitspri-
fung vergeben werden, haufig in Form von Buy-
now-pay-later-Geschaften oder Kreditkartenkredi-
ten. Eine Umfrage der BaFin aus dem Jahr 2025
zeigt: Die einfache Handhabung und niedrige
Betrdge bei der Méglichkeit, spater zu bezahlen,
verleiten zu Impulskdufen auf Pump. Dadurch ver-
|6ren manche Verbraucherinnen und Verbraucher
den Uberblick tber ihre finanziellen Verpflichtun-
gen, warnt die BaFin. Die Behérde will hier gegen-
steuern, indem sie die Einhaltung der regulatori-
schen Anforderungen bei Konsumentenkrediten
streng Uberwacht und ihre Informationsangebote
fur Verbraucherinnen und Verbraucher ausbaut.

Zwar unterstiitze die BaFin Innovationen und
neue Geschaftsmodelle, sie sehe in ihnen das Fun-
dament fiir die zukinftige Wettbewerbsféhigkeit
des Finanzstandorts. Aber neben den Chancen

erkennt die Finanzaufsicht auch neue Risiken.
Diese zeigten sich etwa im Stablecoin-Markt. Bei
einer Entkoppelung der Stablecoins von ihren
Referenzwerten — und einem massenhaften Aus-
stieg der Investoren — drohe ein Szenario wie bei
einem klassischen Bankrun. Notverk&ufe wiirden
dann nicht allein den Krypto-Markt, sondern auch
den traditionellen Finanzmarkt erfassen. Die Ge-
schwindigkeit und Anonymitat des Krypto-Markts
machen ihn zudem zu einem Einfallstor fir Finanz-
kriminalitat, Geldwasche und Terrorismusfinanzie-
rung.

Gleichzeitg befeuern Soziale Medien den Kryp-
towerte-Boom bei Privatleuten, so die BaFin. We-
gen starker Wertschwankungen seien sie fir die
Zielgruppe privater Anleger allerdings eine hoch-
spekulative Geldanlage. Aus Sicht der BaFin haben
die sozialen Medien und besonders Finfluencer er-
heblichen Anteil an diesem Trend. Eine Erhebung
der Finanzaufsicht zeigt, dass Verbraucherinnen
und Verbraucher deutlich risikoreicher investieren,
wenn sie sich in den sozialen Medien und bei Fin-
fluencern Uber Finanzthemen informieren.

Die BaFin erkennt hier Gefahren durch Wert-
schwankungen und Cyber-Risiken sowie durch un-
seridse Anbieter und die mangelnde Qualitat vieler
Anlagetipps in den sozialen Medien. Mit verstark-
ter Aufsicht Uber die Krypto-Anbieter, Warnungen
vor schwarzen Schafen sowie konsequenter Ver-
braucheraufklarung will die BaFin diese Probleme
im Jahr 2026 angehen. chk


https://www.bafin.de/DE/Aufsicht/Fokusrisiken/Fokusrisiken_2026/fokusrisiken_2026_node.html
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4 Eine Veranstaltung von
4. RAW Summit

Future of Automotive LaW in Kooperation mit FRESHFIELDS

16. April 2026 | Frankfurt am Main Jetzt anmelden!

Auch in der vierten Ausgabe des RAW Summit werden wir wieder die Entscheidungstrager der Automobilwirtschaft zu-
sammenbringen und gemeinsam mit Unternehmensvertreterinnen sowie Teilnehmer:innen aus Politik, Wissenschaft und
Beratung die technischen und strategischen Herausforderungen der Automobilbranche beleuchten und die Briicke
zwischen Recht und Praxis schlagen.

ES ERWARTEN SIE DIESE THEMEN

« Die Umsetzung der neuen Produkthaftungsrichtlinie — Ein ,Gamechanger” fiir den Haftungsprozess vor deutschen Gerichten?
« Die ersten 6 Monate Data Act im Praxischeck

« After Sales oder: Der Kampf um die Daten

« Closing the Innovation Gap — Innovationsfinanzierung durch Corporate Venture Capital im Automotive Sector

« EU-Umweltstrafrechtsrichtlinie — Die neuen Anforderungen an die Automobilwirtschaft

« Transatlantisches Vakuum, europaische Offensive: Das neue Enforcement-Umfeld fir die Automobilindustrie

« Inklusive Vorabend-Programm mit anschliefendem Abendessen

FREUEN SIE SICH AUF DIESE SPEAKER

Dr.Nicholas Torsten Laura Prof. Dr. Hans- Prof. Dr. Thomas Miriam Sebastian Dr. Frederic Alexander
Schoch Kutschke Knoke Patrick Schroeder Riehm Schmitt Rockstroh Geber Schwarz
Christian Dr.Reinhard Christian Sebastian Dr. Mirko Dr. Johannes Matthias Dr. Volker
Kovacevic Siegert Deschner Gutt Heinemann Janning Schanze Hartmann
Dr. Otmar Prof. Dr. Christian Dr. Maximilian Dr. Simone Dr. Moritz Matthias
Schreiner Pelz Ohrloff Nadelhofer Pellmann Portmann

Teilnahmegebiihren (zzgl. MwSt.): Rabatte - so sparen Sie intelligent:
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Geldwasche-Verdachtsmeldungen miissen ab Marz
bestimmte Formvorgaben erfiillen

Verdachtig: Mogliche Geldwdsche muss nach bestimmten Regeln gemeldet werden.

ie neue Geldwaschegesetz-Meldeverordnun

(GwGMeldV) tritt am 1. Marz 2026 in Kraft
und legt erstmals bundesweit verbindliche Vorga-
ben fest fir Form und Mindestinhalt von elektroni-
schen Verdachtsmeldungen an die Zentralstelle fiir
Finanztransaktionsuntersuchungen (FIU). Demnach
muss zur Meldung nach § 43 Abs. 1 Satz 1 und
§ 44 des Geldwaschegesetzes das von der FIU vor-
gesehene elektronische Datenverarbeitungsverfah-
ren genutzt werden. Die FIU stellt hierfiir das elekt-
ronische Meldeportal ,goAML" zur Verfigung.

Die Meldung kann per XML-Datei eingereicht
werden. AuBerdem bleibt die Mdglichkeit zur ma-
nuellen Erfassung von Sachverhalten im goAML
Web-Portal gemaB § 2 Abs. 2 GwGMeldV auch
nach dem Stichtag des Inkrafttretens der GwG-
MeldV bestehen.

Ist die elektronische Meldung aus technischen
Grinden voriibergehend nicht mdglich, so kon-
nen die alternativen Ubermittlungswege genutzt
werden, Uber die die FIU auf ihrer Internetseite
informiert. chk

BaFin gibt Orientierungshilfe zu Risiken beim Einsatz von KI

ie BaFin will Unternehmen helfen, Risiken der

Informations- und Kommunikationstechnolo-
gie (IKT) nach den Vorgaben des Digital Operati-
onal Resilience Act (DORA) zu managen. Dazu hat
die Finanzaufsichtsbehorde Ende des Jahres 2025
eine Orientierungshilfe als unverbindliche Hilfe-
stellung veréffentlicht.

Die Orientierungshilfe richte sich insbesonde-
re an Institute, fir die die Capital Requirements
Regulation gilt, und fiir Versicherer, die nach

Solvency Il beaufsichtigt werden, heiBt es in ei-
ner Meldung der BaFin. Besonderes Augenmerk
gelte dabei dem IKT-Risikomanagement und dem
IKT-Drittparteienrisikomanagement. Die Orientie-
rungshilfe betrachte die IKT-Risiken entlang des
KI-Lebenszyklus. Dieser umfasse die Beschaffung
von Daten, die Entwicklung von Modellen und
deren Bereitstellung sowie den laufendenden
Betrieb und die Stilllegung. Die Sicherheit und
Resilienz eines KI-Systems misse in jeder Phase

gewahrleistet sein. Neben spezifischen Schutz-
maBnahmen fiir die IKT-Assets sei entscheidend,
dass KI-Systeme auch innerhalb des bestehenden
IKT-Risikomanagementrahmens  beriicksichtigt
werden.

Die Orientierungshilfe berticksichtige auch
Erfahrungen der Industrie mit dem Einsatz von
KI-Systemen. Die Orientierungshilfe ist hier als
PDE-Dokument abrufbar.

chk

EZB-Rat regt Vereinfachung der EU-Bankenvorschriften an

Die Europdische Zentralbank (EZB) hat im De-
zember 2025 Empfehlungen verdffentlicht, die
eine vom EZB-Rat eingesetzte, hochrangig besetz-
te Taskforce ausgearbeitet hat. Diese hatte den
Auftrag, Vorschlédge zur Vereinfachung der euro-
paischen Rahmenwerke flr das Aufsichtsrecht, die
Bankaufsicht und das Meldewesen zu erarbeiten.
Die vom EZB-Rat gebilligten Empfehlungen wer-
den im nachsten Schritt der Europdischen Kom-
mission vorgelegt.

Wie die EZB in einer Mitteilung erlautert, sollen
die Rahmenwerke ohne Abstriche bei der Wider-

standsféhigkeit des europdischen Bankensystems
vereinfacht werden. Weiterhin sollen sie sicher-
stellen, dass die fiir die Einzel- und Systemaufsicht
und die Abwicklung von Banken zustandigen Be-
horden ihre Ziele auch kiinftig wirksam erreichen.
Es gehe darum, in Europa die Vorschriften weiter
anzugleichen und die Finanzmarktintegration zu
fordern. Von entscheidender Bedeutung sei in
diesem Kontext die internationale Zusammen-
arbeit. Alle Lander sollten dafiir sorgen, dass die
Basel-Ill-Vorgaben vollstandig, zeitnah und getreu
umgesetzt werden.

Der EZB-Rat setze sich mit Nachdruck dafur ein,
die Bankenunion wie auch die Spar- und Investi-
tionsunion zu vollenden. So kénnte die nationale
Fragmentierung verringert und der Weg fiir effizi-
entere Kapitalmarkte geebnet werden.

Die EZB wird die Vorschldge aus dem im De-
zember veroffentlichten Bericht der Europdischen
Kommission vorlegen. Diese wiederum beabsich-
tigt, 2026 einen Bericht zur Gesamtsituation des
Bankensystems im Binnenmarkt herauszugeben.
Die Empfehlungen des EZB-Rats sind hier abruf-
bar. chk
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